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**ABSTRACT:**

Secure cloud storage is a newly developed cloud service that is intended to safeguard the privacy of outsourced data while also enabling flexible data access for cloud users whose data is not under their direct physical control. One of the most promising methods that may be used to protect the service guarantee is Cipher text-Policy Attribute-Based Encryption (CP-ABE). However, because CP-ABE has an inherent "all-or-nothing" decryption feature, using it might result in an unavoidable security violation known as the abuse of access credentials (i.e., decryption privileges).

In this article, we look at the two most common instances of access credential misuse: one on the side of the semi-trusted authority and one on the side of the cloud user. The first responsible authority and revocable CP-ABE-based cloud storage system with white-box traceability and auditing, dubbed Crypt Cloud+, is what we suggest as a solution to the problem. Additionally, we provide a security analysis and do additional experiments to show how useful our technology is.

**INTRODUCTION:**

The ubiquity of cloud computing may, inadvertently, expose users' privacy and the confidentiality of their outsourced data. How to ensure that only authorised users may access the data that has been outsourced to the cloud at any time or location is a special difficulty in this situation [3]. One simplistic option is to encrypt the data before transferring it to the cloud. The approach does, however, restrict future data processing and exchange. This is the case due to the fact that a data owner must download encrypted data from a cloud storage service and then re-encrypt it for sharing (assuming the data owner does not have any local copies of the data).

In the realm of cloud computing, a customised control of access over encrypted information can be desirable [51].

Here, Cipher text-Policy Attribute-Based Encrypt (CPABE) [15] could be a good option to ensure data confidentiality and offer granular access control. For instance, in a CP-ABE-based cloud storage system, businesses (such as the University of The United States of America at San Antonio) and people (such as pupils, lecturers, and visitors of the university) can first specify the access policy over the attributes of a potential cloud user. Then, authorised cloud users receive access credentials.

This can be utilised to get access to the data that was outsourced.

In addition to providing a dependable way to safeguard data saved to the cloud, CP-ABE's strong one-to-many encryption technique also makes it possible to implement precise control of access over the data.

In general, the CP-ABE based cloud storage solutions do not take the abuse of access credentials into account. In accordance with some access policies that comply with the pertinent data sharing and privacy laws (such as the USA's Family Educational the Rights and Privacy Act (FERPA) and the Healthcare Portability and Accountability Act of 1992 (HIPAA), for example, a university may deploy a CPABE-based cloud storage system to outsource encrypted student data to the cloud. All users (such as pupils, educators, and visiting scholars) receive login info from the organization's in-charge official when the system settings are initialised and initialised (for example, by the university's security manager).

Each employee is given a variety of titles (such as "administrator," "senior manager," "financial officer," "tenured faculty," "tenure-track faculty," "nontenure-track faculty," "instructors," "adjunct," "visitor," and/or "students") to describe their roles. The student data stored in the cloud (such as student admission files) can only be accessed by personnel who meet the requirements of the decryption policy of the outsourced data.

As we may have known, the disclosure of any personal student data kept in the cloud might have a number of negative effects on the organisation and its members, including legal action, a loss of competitive advantage, and criminal charges. The CP-ABE might assist us in preventing outside intruders from breaching our security.

But how could we definitively prove that an insider of the organisation is guilty of the "crimes" relating to the dispersion of decryption privileges and the circulation of student information in plain format for illegal financial gain? Can you cancel the compromised access credentials for us as well?

We also have a query that has to do with key generation authority in addition to the ones mentioned above. A semi-trusted authority often issues a cloud user's access credential (i.e., decryption key) depending on the qualities the user possesses.

How can we be sure that this specific authority won't give the created access credentials to anybody else? As an illustration, a university employee named Bob receives the lecturer Alice's key from the organisation security officer. Using several authority is one solution to the problem. However, this results in increased communication and infrastructure implementation costs, and the issue of malevolent coordination among authorities continues in the meanwhile. Therefore, we argue that the best course of action for addressing the access credential escrow issue is to use an accountable authority method.

**RELETED WORK:**

Cloud storage investigates new uses for data storage, since the data owner no longer bears entire responsibility for managing data "in local" [43]. However, as data ownership and access are separated in a cloud environment [24], cloud service providers must take over the administration of data, software, physical computers, and platforms, leaving the data owner with limited control over virtual machines [2], [46].

Numerous cloud-based fine-grained access control systems have been introduced in the literature to safeguard the confidentiality of cloud data [1], [20], [21], [25], [44], and [47]. By employing the predefined keywords, searchable encryption allows for secure search across cipher texts [12].

Users can examine the accuracy of the data that has been outsourced [53] and get rid of storage redundancy [48] thanks to data audit and deduplication.

Internet of Things (IoT) and cloud storage are thought to work well together [8, [16], and [54]. This is due to the fact that the cloud may offer significant storage and computational capabilities for IoT devices, which are often resource constrained (e.g., in e-health networks [45], [55], and vehicular DTN network [56]). However, this fusion creates issues with privacy and security.

The concept of attribute-based encryption (ABE) is first introduced in the context of ABE by Sahai and Waters [41], and is subsequently formalised by Goyal et al. [15]. Goyal et al. propose Cipher text-Policy Attribute-Based Authentication (CP-ABE) and Key-Policy Attribute-Based Encryption (KP-ABE) in particular. Numerous ABE systems have since been put out in the literature [9], [18], [19], [31], [37], and [42]. Despite the fact that these methods are intended to increase efficiency, expressiveness, and security, they do not solve difficulties with traceability and revocation.

To stop unapproved key distribution among conspired users, Li et al. present the concept of responsible CP-ABE [23]. A user responsible multi-authority CP-ABE system is suggested in a subsequent paper [22]. White-box [27] and black-box [26] traceability 1 CP-ABE systems providing policy expressions in any monotonous access structures were also presented by Liu et al. Ning et al. [30], [32], [34], and [36] suggest a number of useful CP-ABE systems with both white-box and black-box traceability. A CP-ABE tracing technique is provided by Deng et al. [11] to locate the compromised access credentials in a cloud storage system.

The literature has also put out a variety of attribute cancellation methods for CP-ABE systems, including [52]. Using cipher text delegation, Sanai et al. [40] outline the issue of revocable storage and offer a completely secure structure for ABE. A reversible multi-authority CP-ABE system that accomplishes both forward and backward security is suggested by Yang et al. [49]. Yang et al.'s [50] proposal for an attribute updating technique to enable dynamic attribute modification (such as revoking a prior attribute and re-granting a prior attribute that had been revoked) is more current.

The study works described above, however, do not take into account the misconduct of key generating authority, the viability of auditing, or the revocation (of misbehaver).

These are the issues that this essay aims to answer.

**EXISTING SYSTEM:**

**PROPOSED SYSTEM:**

**RESULT:**

**CONCLUTION :**

In this study, we have developed an accountable authority and revocable Crypt Cloud that allows white-box transparency and auditing (which is referred to as Crypt Cloud+) in order to solve the problem of credential leakage in CP-ABE based cloud-based storage systems. The first cloud storage solution based on CP-ABE to provide white-box traceability, responsible authority, auditing, and effective revocation all at once is this one.

In particular, Crypt Cloud+ gives us the ability to track down and ban rogue cloud users that leak passwords. Our strategy is equally applicable in the scenario when the semi-trusted authority redistributes user credentials.

We point out that black-box traceability, which is a stronger concept (than white-box traceability), may be necessary for Crypt Cloud. One of our upcoming projects will look at black-box audits and traceability.

Furthermore, Crypt Cloud+ presumes that AU can be completely trusted. In actuality, though, it could not be the case.

Is it possible to lessen AU trust in any way? Using different AUs seems to be one approach. This approach is comparable to threshold schemes. However, it will come at an extra expense in terms of deployment and communication, and the issue of AU collusion continues in the meanwhile.

Employing secure multi-party computation in the presence of hostile attackers is another possible strategy. But efficiency also creates a bottleneck. Our future work will also include developing efficient multi-party computation and decentralising trust across AUs while retaining the same degree of security and efficiency.

To accomplish white-box accountability, we employ Parlier-like encryption that serves as an easily extracted promise.

From an abstract perspective, every extractable commitment might theoretically be used to implement white-box traceability. We could utilise a lighter (pairing-suitable) obtainable commitment to increase tracing's efficiency.

Additionally, the primary secret key must be provided as input to the trace algorithms in Crypt Cloud+ in order to provide white-box traceability of malicious cloud users. Evidently, the suggested Crypt Cloud+ is a private, trackable system.

While partial/full public accountability allows the administrator, authorised users, and even anybody without access to the system's secret information to complete the trace, private traceability only permits the system administrator to perform the tracing algorithm. We'll be developing Crypt Cloud+ in the future to offer "partial" and completely public traceability without sacrificing speed.
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